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Discussion
In the current system, internal NF and external AF and client can require LCS request towards core network for positioning specific UEs, and one LCS request may require more than one target UEs. However, if a large number of clients are sending the LCS requests to the core network for positioning enormous UEs simultaneously, it may result in the collapse of LCS positioning system within core network due to the limited positioning capability of LCS system. Therefore, it is necessary to limit LCS requests by allocating the maximum target UEs number that one client can require in one LCS request, the maximum target UEs number is predefined for each client. 
Specifically, when the LCS system receives a LCS request from a client, it should determine whether the target UEs number in this request exceed the predefined maximum target UEs number allocated for this requiring client. If it does, the LCS system shall reject this LCS request and respond to the corresponding client with proper error cause, but if not, the LCS system continue to determine whether the whole current execution target UE numbers of the whole LCS system exceeds the maximum target UE number for the whole LCS system. If it does, the LCS system shall reject this LCS request, if not the LCS system shall continue to execute the positioning procedures for all the target UEs number.

Here the maximum target UEs number for each client is different and predefined based on the execution policy. For example, the client for the regulatory scenario may have the biggest maximum target UEs number among all the clients, and LCS requests for the emergency event shall always be accepted by LCS system without load concerns.
Proposal

It is proposed to update TS 23.273 as follows. All the proposed texts are new to TS 23.273.
FIRST CHANGE
6.1
5GC-MT-LR Procedure  
6.1.1 5GC-MT-LR procedure for the regulatory location service
Figure 6.1.1-1 illustrates the general network positioning for the LCS clients external to the PLMN for the regulatory location service for non-roaming scenario. In this scenario, it is assumed that the target UE is identified using an SUPI or GPSI. 

This procedure is applicable to a request from an LCS client for a current location of the target UE, and it is assumed that the LCS client is authorised to use the location service and no privacy verification is required.
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            Figure 6.1.1-1: 5GC-MT-LR procedure for the regulatory location service
1.
The external location services client sends a request to the GMLC for a location for the target UE identified by a GPSI or an SUPI. The request may include the required QoS, Supported GAD shapes and client type. If location is required for more than one UE, the steps following below may be repeated and in that case the GMLC shall verify whether the number of Target UEs in the LCS request is equal to or less than the Maximum Target UE Number of the LCS client. If Maximum Target UE Number is exceeded, the GMLC shall reject the LCS request, the step 2-10 are skipped, and then GMLC respond to the client with proper error cause in the step 11.
2.
The GMLC invokes a Nudm_UECM_Get service operation towards the home UDM of the target UE to be located with the GPSI or SUPI of this UE
3.
The UDM returns the network addresses of the current serving AMF.

4.
The GMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF to request the current location of the UE. The service operation includes the SUPI, and client type and may include the required QoS and Supported GAD shapes.
5.
If the UE is in CM‑IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 of 23.502 [19] to establish a signaling connection with the UE.

6.  The AMF selects an LMF based on the available information as defined in clause 5.1 or based on AMF local configuration. The LMF selection takes the 5G-AN currently serving the UE into account. The selection may use a NRF query.
7.
The AMF invokes the Nlmf_Location_DetermineLocation service operation towards the LMF to request the current location of the UE. The service operation includes a LCS Correlation identifier, the serving cell identity and the client type and may include the required QoS and Supported GAD shapes. If any of the procedures in clause 6.11.1 or 6.11.2 are used the service operation includes the AMF identity.
8.
The LMF performs one or more of the positioning procedures described in clause 6.11.1, 6.11.2 and 6.11.3. During this step the LMF may use the Namf_Communication _N1N2MessageTransfer service operation to request the transfer of a Positioning related N1 message to the UE or the transfer of a Network Positioning message to the serving NG-RAN node (gNB or NG-eNB) for the UE.
9.
The LMF returns the Nlmf_Location_DetermineLocation Response towards the AMF to return the current location of the UE. The service operation includes the LCS Correlation identifier, the location estimate, its age and accuracy and may include information about the positioning method.

10.
The AMF returns the Namf_Location_ProvidePositioningInfo Response towards the GMLC/LRF to return the current location of the UE. The service operation includes the location estimate, its age and accuracy and may include information about the positioning method.

11.
The GMLC sends the location service response to the external location services client.
SECOND CHANGE
6.1.2
5GC-MT-LR Procedure for the commercial location service

Figure 6.1.2-1 illustrates the general network positioning requested by the LCS clients or the AF external to the PLMN. In this scenario, it is assumed that the target UE is identified using an SUPI or GPSI. This procedure is applicable to a request from an external LCS client or AF for a current location of the target UE, and it is assumed that 

-
Privacy verification may be required to the location service request;

-
 The LCS client or the AF needs to be authorised to use the location service

-  Higher than cell-ID level location accuracy is requested by the LCS client or the AF
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Figure 6.1.2-1: 5GC-MT-LR Procedure for the commercial location services
1. The external location services client or the AF (via NEF) sends a request to the (H-)GMLC for a location for the target UE identified by an GPSI or an SUPI. The request may include the required QoS, Supported GAD shapes, client type and other attributes. (H-)GMLC (for 1a) or NEF (for 1b) or authorizes the External Client or the AF for the usage of the LCS service. If the authorization fails, step 2-14 are skipped and (H-)GMLC (for 1a) or NEF (for 1b) responds to the external Client or the AF the failure of the service authorization in step 15.

 1b-1, AF sends the LCS service request to the NEF;. 

1b-2, The NEF identifies based on the QoS attribute received from the location request that higher than cell-ID level location accuracy is required and invokes the Nglmc_ProvideLoacation_Request service operation to the (H-)GMLC, which contains the attributes received from the AF request.
   If location is required for more than one UE, the steps following below may be repeated and in that case the NEF or H-GMLC receiving location request, shall verify whether the number of Target UEs in the LCS request is equal to or less than the Maximum Target UE Number of the LCS client. If Maximum Target UE Number is exceeded, the NEF or H-GMLC shall reject the LCS request, the step 2-14 are skipped, and then GMLC respond to the client with proper error cause in the step 15.
NOTE 1: If cell-ID level or lower than cell-ID level location accuracy is required in the location request, the NF invokes Namf_EventExposure_Subscribe service operation to subscribe location event reporting from the AMF for the target UE. The AMF then initiates NG-RAN Location reporting procedure, as defined in clause 4.10 of TS23.502 [19] to retrieve the location of the target UE.

2.
The (H-)GMLC invokes a Nudm_SDM_Get service operation towards the UDM of the target UE to get the privacy settings of the UE identified by its GPSI or SUPI. The UDM returns the target UE Privacy setting and the SUPI of the UE. The (H-)GMLC checks the privacy settings. If the target UE is not allowed to be located, step 3-9 are skipped.

3.
The (H-)GMLC invokes a Nudm_UECM_Get service operation towards the UDM of the target UE with SUPI of this UE. The UDM returns the network addresses of the current serving AMF and additionally the address of a V-GMLC (for roaming case).

NOTE 2: The UDM is aware of the serving AMF address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19]. The UDM is aware of a serving V-GMLC address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19].

4.
In case of roaming, if the H-GMLC receives an address of a V-GMLC (together with the network addresses of the current serving AMF) from the UDM in step 3, the H-GMLC may send the location request to the V-GMLC that may invoke the Namf_Location_ProvideLocation service operation towards the AMF; otherwise, the HGMLC may use the NRF service in the HPLMN to select an available V-GMLC in the VPLMN, based on the VPLMN identification contained in the AMF address received in step 3. For non-roaming case, this step is skipped.
5. The (H)GMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF to request the current location of the UE. The service operation includes the SUPI, the client type (with potentially an override capability) and may include the required LCS QoS, Supported GAD shapes and other attributes as received in step 1. 

6.
If the UE is in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 of TS 23.502[19] to establish a signalling connection with the UE. 

If signalling connection establishment fails, step 7-14 are skipped and the AMF answers to the GMLC in step 15 with the last known location of the UE (i.e. Cell ID) together with the age of this location.

7. If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification, a notification invoke message is sent to the target UE, indicating the identity of the LCS client the Requestor Identity (if that is both supported and available) and whether privacy verification is required.

8. The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the user to grant or withhold permission. The UE then returns a notification result to the AMF indicating, if privacy verification was requested, whether permission is granted or denied for the current LCS request.

The notification result also indicates the UE’s privacy setting for the subsequent LCS requests, if generated. The privacy setting for the subsequent LCS requests indicates whether the subsequent LCS requests is allowed or disallowed by the UE. The UE’s privacy setting may also indicate a time for disallowing the subsequent LCS requests.
Step 9-12 are same as step 6-9 defined in clause 6.1.1.

13.The AMF returns the Namf_Location_ProvideLocation Response towards the (V-)GMLC to return the current location of the UE. The service operation includes the location estimate, its age and accuracy and may include information about the positioning method. 

NOTE 3: If the location request comes from a value added LCS client or the AF and the indicators of privacy related action indicates that the UE must either be notified and the UE supports notification of LCS, a notification invoke message is sent to the target UE indicating the type of location request from the LCS Client (e.g. current location or "current or last known location") and the identity of the LCS client and the Requestor Identity (if that is both supported and available).

14. In case of roaming, the (V-)GMLC forwards the location estimation of the target UE, its age, its accuracy and optionally the information about the positioning method received at step 13 to the (H-)GMLC. For non-roaming scenario, this step is skipped.
15.
The (H-)GMLC sends the location service response to the external location services client. If in step 2 the (H-)GMLC identifies that the target UE is not allowed to be located by the requested UE user, it rejects the LCS service request, and optionally indicate in the response the reason of the rejection, i.e. the target UE is not allowed to be located.
END OF CHANGES
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